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Executive summary 

The deliverable scopes out system views, high level requirements and concept of 
operations of SecInCoRe. The objective of this deliverable is to present a clear 
definition of different perspectives of usage (system views), how SecInCoRe can be 
used (ConOps) and what requirements have to be considered during the concept 
design process (high level requirements). All parts are relying on existing background 
knowledge and experiences in the consortium and are supplemented with results from 
a broad-based co-design process with stakeholders, including the SecInCoRe 
advisory board. The initiative SecInCoRe common information space overview is 
linked to WP2, WP3 and WP5. Further, the deliverable emphasizes the 
interdisciplinary nature of SecInCoRe research and the relationship between visionary 
concept and demonstrator implementation. The collaborative work on requirement 
management leads to flexible high level requirements relying on the evolution and new 
findings in this application domain. In the end, the document describes how the 
common information space is used in different scenarios. 

All in all this report is divided into 5 chapters and an annex: 

• Chapter one gives an introduction by describing purpose, validity, the relation to 
other SecInCoRe documents and the target audience. Furthermore, the reader 
can find the glossary as well as a list of figures and tables in this chapter. 

• The common information space enabled by SecInCoRe is presented briefly in 
chapter two. Understanding the common information space is indispensable for 
the further understanding of the document. Enabling a common information 
space based on the pan European disaster inventory running in the cloud 
based emergency information system (CEIS) is one of the core objectives of 
SecInCoRe. Technology here comes together not as a complete, stand-alone 
technical system, it is a system in the sense of a dynamic socio-technical 
collection of tools and practices that each support collaboration and 
interoperability in a specific way. When, in the following, we refer to ‘the system’ 
or the ‘SecInCoRe system’, we refer to this dynamic assemblage of 
technologies, information sources and social practices. In contrast to other 
deliverables the main focus lies on the description of benefits, system 
boundaries and interfaces. At the end, the reader should have a clear 
understanding of what SecInCoRe will offer and what not. The outcomes in this 
chapter are derived from collaborative work in T4.2 and T4.3 and based on 
work package overlapping privacy and ethical impact assessments and co-
design workshops. 
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• SecInCoRe systems views are described in chapter three. This chapter 
presents first operative, technological and regulatory views on SecInCoRe. 
Besides, using SecInCoRe in the response phase, the concept is adapted to be 
valuable in all phases of crisis management (e.g., pre-, post-, past-disaster). 
This differentiation enables various perspectives and it is summarized in a 
generic use case model. SecInCoRe validation is focussing on the planning 
phase in crisis management, where the information need and the need of 
collaboration and interoperability is enhanced when having pan-European crisis 
management in mind. 

• Chapter four addresses the high level requirements. In SecInCoRe the 
requirement management is handled with the support of JIRA, every partner 
has access to. Based on D4.1 the requirements have been updated, especially 
with regard to ethical legal and social issues, empirical research and the 
outcomes of co-design workshops. This chapter presents the lists that are 
available in JIRA. In the corresponding chapter in the appendix the 
requirements are listed with more detail. In contrast to traditional system 
development processes the requirements should be dynamic to enable 
adaptation when new issues arises. Further, we use the term high level 
requirements to emphasize that the collection is not designed for software 
development only. There are related terms, like architectural qualities but these 
are more commonly used in the field of information technology.  

In addition to high-level requirements, the chapter is complemented by a 
description of the process SecInCoRe uses to define technical requirements in 
relation to high-level requirements. This includes also the definition of 
performance criteria for each requirement.  

• Concept of Operations (ConOps) and a methodical approach of developing 
ConOps are presented in chapter five. The development of ConOps is needed 
to deepen end user interaction and concept specification. Using ConOps 
enables a “hands-on” presentation and discussion of SecInCoRe. Further 
ConOps are valuable for concrete specification of the demonstrator and, later 
on, validation of SecInCoRe concepts. In addition, the above presented system 
views are directly related to the ConOps development. This chapter ends with 
two concrete examples using the common information space in crisis 
management.  

This document builds on D4.1 and presents adapted requirements and gives a clear 
definition of the common information space in crisis management SecInCoRe is 
aiming to. In the further work in WP4 specific technical solutions for supporting this 
concept are investigated (T4.5, T4.6) and a more technical system architecture is 
derived in T4.4.  


